Reading Lions Club (CIO)

Data Protection Policy

September 2022 (revised edition 10th Jan 2023)

1.
 Policy 
1.1.
The policy of Reading Lions Club CIO is to comply with current legislation regarding the General Data Protection Regulations (GDPR) and good practice in respecting the rights of an individual’s personal information and to provide guidance for Club members who handle such personal data so that a consistent approach to secure data storage and access is maintained. 
1.2.
It is the Club’s policy to record, by agreement, a defined set of Club members’ details as required to fulfil the membership requirement of Lions Clubs International. 
1.3.
For Friends of Reading Lions, Stakeholders and service recipients the Club’s policy is only to keep on record by agreement an individual’s name, address, email, and telephone/mobile number. The Club will seek to give Friends of Reading Lions, Stakeholders and service recipients as much choice as is possible over what data is stored and used.
1.4.
It is the Club’s Policy that this contact information will not be shared with any other Club, organisation or individual other than members of Reading Lions Club and only in connection with the Club’s activities.
1.5.
This contact information will only be used in contacting people to request support at the Club’s events, provide information regarding the Club’s social activities and to provide requested service. 
2.
Definitions 
2.1.
Personal data for Club members are as follows:

· Name 

· Address 

· Telephone No(s) 

· Mobile No(s) 

· e-mail address 
· Date of Birth 
· Partner’s Name 
· Emergency Contact Number

2.2.
Personal data for all other Club contacts means an agreed set of name, address, email, and telephone/mobile numbers. 
2.3.
A Club member is as defined in the Club’s By-Law 8 Section 1.  
2.4.
Friends of Reading Lions are those individuals who are willing to help the club at its events. Stakeholders are individuals and organisations that provide sponsorship for Club events, work with the Club and help to achieve the Club’s aim as defined in the Club Constitution. 
2.6.
Service recipients are organisations, organisers and individual beneficiaries of the Club grants and services. 
3.
 Implementation 
3.1.
The policy will be achieved by nominating a Club member as Data Protection Officer (DPO) to stay abreast of the data protection general regulations developments and to bring such developments to the members attention, ensuring that the appropriate requirements are included in the Club’s data control procedures. 
3.2.
The membership records will be maintained by the Club Secretary. 
3.3.
The records of Friends of Reading Lions will be maintained by a nominated member or Trustee. 
3.5.
The records of service recipients will be maintained by the Community Services Chairman. 
3.6.
Information holders are responsible for keeping records in secure storage (e.g., if written down in a locked cabinet or in a digital format such as a PC). 
3.7.
Members are responsible for requesting data, when needed for a Club activity, from the appropriate holder and must use it for the purpose intended only. The member must not share the information with any other 
Club, organisation or individual outside the Club. If the information has been written down or stored it must be securely disposed of once the purpose has been completed. 
4.
 Responsibilities 
4.1.
DPO is responsible for maintaining contact with the District (105SC) Data Protection Officer for advice and guidance and for ensuring that the mandatory requirements and principles of GDPR are implemented within the Club’s activities. 
4.2.
The President is responsible for including GDPR issues in the Club Trustees/Directors and Business agenda and for ensuring that the DPO is competent to carry out the role effectively. 
4.3.
Club secretaries, administrators and committee Chairmen are responsible for ensuring that individual’s requests and requirements are respected in gathering and maintaining personal data.
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